
2021 PENETRATION 
TESTING IN NUMBERS
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PROTECT YOUR 
CRITICAL BUSINESS DATA

  

Find out how a Bulletproof penetration test can help you stay 

ahead of the hackers and prevent costly data breaches.  

Learn more at: 
  

  www.bulletproof.co.uk

bulletproof.co.uk

01438 500 500

contact@bulletproof.co.uk

n your apps and 

infrastructure, helping you to proactively prevent data breaches. Bulletproof collected 

anonymised data from our penetration testing activities for our Annual Cyber Security 

Report. Here’s the most insightful data to inform your 2021 security strategy.
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MOST COMMON  
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WHO’S SPENDING THE 
MOST ON TESTING?
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